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Risk of Technology transfer to China in Austria’s security and defence industry

Abstract 
China is seeking to enhance its 
technology base and simultane-
ously its military potential by ac-
quiring foreign technology. 
Therefore, technology transfer 
through direct investment is a 
method of choice, either by ac-
quisition of innovative compa-
nies in the EU or by forced tech-
nology disclosure of EU compa-
nies investing directly in China. 
Due to inadequate or non-exist-
ing regulations and supported by 
national public funding, the 
transfer of key technology to 
China poses an increasing threat 
to Austria’s and the EU’s security 
and defence position. As a con-
sequence, a thorough risk as-
sessment regarding technology 
transfer from Austria to China is 
recommended. 

Introduction 
As European Commission Presi-
dent Ursula von der Leyen stated 
in her speech of March 30, 2023, 
“We can expect to see a greater 
focus on security – whether mili-
tary, tech or economic. All com-
panies in China, for example, are 
already obliged by law to assist 
state intelligence-gathering op-
erations and to keep it secret. 
[…] [However,] it is neither viable 
– nor in Europe’s interest – to de-
couple from China. Our relations 
are not black or white – and our 
response cannot be either. This 
is why we need to focus on de-
risk – not de-couple. […] [Espe-
cially as] we know there are 
some areas where trade and in-
vestment poses risks to our eco-
nomic and national security, 
particularly in the context of 

China’s explicit fusion of its mili-
tary and commercial sectors. 
This is true for certain sensitive 
technologies, dual-use goods or 
even investment which comes 
with forced technology or 
knowledge transfers”.1 

Following this pointed speech, 
the EU released a strategy paper 
in June 2023 regarding a de-risk-
ing strategy. Therein, the im-
portance of a risk assessment in 
the areas of resilience of supply 
chains, infrastructure security, 
economic dependency or coer-
cion, technology security, and 
technology leakage is empha-
sised. It also suggests mitigating 
actions, including fostering the 
EU’s technological base, coop-
erating with partners, and con-
sidering new policies and tools 
to limit negative unintended 
spillover effects.2 In contrast to 
President von der Leyen’s 
speech, the EU strategy does not 
explicitly focus on China. How-
ever, the intention of that strat-
egy paper to address the rising 
concerns in EU-China relations, 
especially regarding technology 
transfer, is clear. 

For the moment, China depends 
on international technology ex-
change both to outpace the US in 
military and geopolitical terms, 
and to increase its own eco-
nomic prosperity. As a conse-
quence, it is still in China’s inter-
est to actively participate in 
technology transfers and to 
counteract the widespread ten-
dency to contain (e.g. through 
the US semiconductor export 
control policy implemented in 
2022) China’s access to interna-
tional technology developments 

and markets. Nevertheless, 
China frequently takes individual 
retaliation measures against un-
welcomed behaviour of foreign 
nations, companies, and peo-
ple. Furthermore, it exploits all 
options to evade access re-
strictions to US technology and 
comprehensively subsidises its 
innovation base.3 For instance, 
China subsidises Chinese com-
panies in their foreign invest-
ments which causes distortions 
of competition in the applicable 
markets.4 China has also been 
restricting access for foreign 
companies to its science, tech-
nology and innovation sector 
while engaging in international 
technological cooperations. 
China pursues the enhancement 
of its international competitive-
ness by acquiring external tech-
nologies, either by legal or illegal 
methods. In the long run, 
China’s reliance on foreign de-
velopments is bound to be re-
placed by domestic technology.5 

As stated in the Outline of the 
11th Five-Year-Plan for National 
Economic and Social Develop-
ment in 2006, dependence on 
foreign core technology should 
be reduced “by enhancing inde-
pendent innovation ability”. To 
achieve that goal, among other 
measures, both inbound foreign 
direct investment (FDI) for the 
import “of foreign advanced 
technology” and outbound FDI 
to “develop economic and tech-
nological cooperation” were 
promoted.6 This issue was fur-
ther addressed in the 2016 Out-
line of the National Innovation-
Driven Development Strategy 
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with special emphasis on the en-
hancement of dual-use technol-
ogies by establishing “a military-
civil fusion platform for collabo-
rative innovation in national de-
fence science and technology”. 
This military-civil fusion includes 
the improvement of coordi-
nated, integrated multidiscipli-
nary development from basic re-
search to integrated applica-
tions in key technology areas. 
Thereby, the development strat-
egy demands sharing of re-
sources, strategic planning, in-
terchangeability of basic materi-
als and parts, application of ad-
vanced civilian technology in 
military fields, and formulation 
and consolidation of general mil-
itary-civilian standards. Further-
more, it orders to “perfect the 
import administration mecha-
nisms for military-civil dual-use 
materials and technology”7 
which aims directly at using for-
eign technology to increase Chi-
nese military capabilities. 

Hence, China’s development 
strategy supports the exchange 
of technology, funds, and other 
resources between its military 
and commercial spheres.8 
Therefore, China uses its sub-
stantial economic power to in-
fluence foreign behaviour which 
poses a significant security 
threat to other nations and com-
panies.9 But since de-coupling 
from China would have a major 
negative impact on Europe’s 
economic value added10, a de-
risking strategy is a more suita-
ble option. And to avoid facilitat-
ing a greater Chinese security 
threat by supporting its military 
development, a risk assessment 
of technology transfers to China 
is recommended. As a starting 

point, direct investments from 
and to China in the Austrian se-
curity and defence sector should 
be thoroughly scrutinized. 

Technology transfer through 
Chinese investment in Aus-
tria 
Chinese companies are invited 
by their government to actively 
seek international cooperations 
in key technology sectors ac-
cording to the “Made in China 
2025” (MiC2025) strategy.11 Bei-
jing’s comprehensive financial 
investments target technology 
sectors such as semiconductor 
production, artificial intelligence 
(AI), facial recognition, quantum 
computing, and cloud compu-
ting. The output of these invest-
ments is supposed to be of civil 
and military value.12 Both the en-
couragement to cooperate and 
the available financial capital 
motivate Chinese companies to 
invest in foreign technology 
companies. Thereby, a direct 
technology transfer can be 
achieved through the acquisition 
of the whole foreign company. 
The pursued strategy also en-

compasses niche sectors target-
ing market leaders in key tech-
nology fields even with low in-
vestment volumes.13  

In 2020, 125 of overall 12,500 
foreign-controlled Austrian com-
panies of various sectors were 
directly under Chinese (includ-
ing Hong Kong) control (with a 
share of more than 50% of their 
equity). These employed over 
11,600 people and achieved rev-
enues of more than € 3.4 billion 
in Austria (of overall 635,000 
people employed by foreign-
controlled companies in Austria, 
with revenues of about € 260.6 
billion). Although the number of 
Chinese-controlled companies 
in Austria in 2020 was signifi-
cantly lower compared to e.g. 
Germany (4,871), Switzerland 
(1,393), Italy (785), the Nether-
lands (570), the UK (541), the US 
(523), Hungary (390), France 
(354), and Liechtenstein (300), it 
had increased by 79% since 
2013 (70).14 

Moreover, the Austrian security 
and defence sector15 does pre-
sent examples for the acquisi-

Figure 1 – Source: Austrian outward FDI (2023) – Statistik Austria 
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tion of shares in Austrian compa-
nies by Chinese actors: the Aus-
trian aircraft developer and man-
ufacturer Diamond Aircraft In-
dustries GmbH was acquired in 
2017 by the British Wanfeng Avi-
ation Co. Ltd.16, which is a sub-
sidiary of the Chinese Wanfeng 
Auto Holding Group17. Likewise, 
the SVI Austria GmbH, special-
ized in the development and pro-
duction of electronic and mech-
atronic components, belongs to 
SVI Public Ltd., registered in 
Hong Kong.18 

In 2020, EU framework legisla-
tion on the screening of inward 
FDI was adopted. This frame-
work, which is considered an ad-
ditional measure to existing na-
tional regulations stipulates the 
exchange of information on FDI 
posing a security risk to the EU. 
The nations concerned deter-
mine whether certain invest-
ments should be blocked.19 The 
approval of inward FDI in Austria 
is regulated by the “Investi-
tionskontrollgesetz” (invest-
ment control law), which was 
adopted in 2022. 

Its main objective is the preven-
tion of threats to security or pub-
lic order. In relevant circum-
stances, this act prohibits an un-
controlled, direct or indirect, 
partial or complete takeover of 
or a substantial influence on 
Austrian companies by foreign 
entities and individuals. It fo-
cuses on highly sensitive sectors 
such as defence technology, 
data sovereignty, semiconduc-
tors, telecommunication or 
medical products. However, not 
all Austrian companies are en-
compassed. The acquisition of 

very small and start-up compa-
nies which are vital for techno-
logical development is explicitly 
exempted.20 This loophole ena-
bles foreign actors to acquire 
technology that bears the poten-
tial to enhance Austria’s future 
security and its technological 
competitive advantage towards 
China. 

Particularly start-ups are very 
important innovation drivers that 
enhance an economy’s techno-
logical potential. Between 2011 
and 2021, more than 3,300 start-
ups had been founded in Austria. 
These young companies de-
clared not only to use the found-
ers’ own funds but 68% also re-
ceived national and interna-
tional public funding. The most 
important funding institutions 
were the Austrian Research Pro-
motion Agency (FFG), the Aus-
trian promotional bank (AWS), 
and funding programmes of the 
European Commission (EC).  

Furthermore, next to other fund-
ing sources such as bank loans 
or companies’ cash-flows, 16% 
of these start-ups were provided 
funding by venture capital in 
2022.21 Venture capital invest-
ments are considered private 
equity and, as they invest their 
client’s money, its funds cannot 
easily be traced back to their ori-
gins, which are often large na-
tional or international institu-
tions. Their main interest is to in-
vest in start-up companies with 
high potential and to influence 
their development. Venture cap-
ital investors gain direct access 
to technological innovations 
through such start-up acquisi-
tions.22 China is also known for 
using venture capital companies 

to invest in start-ups, either for 
acquiring technology or recruit-
ing experts involved in the inno-
vation process in priority sec-
tors. One example of a globally 
operating Chinese venture capi-
tal company is the Suzhou Oriza 
Holdings Corporation with in-
vestments in international as-
sets.23 That strategy is supported 
by institutions targeting key 
technology even before a start-
up was founded. In Austria, the 
Chinese state-owned China 
Electronics Technology Group 
Corporation established a sub-
sidiary in Graz in 2016. Its main 
focus is on defence and security 
electronics as well as cyber se-
curity.24 Consequently, invest-
ments in small and start-up 
companies should be covered 
by relevant regulations as well, 
starting with university-related 
companies25, e.g. spin-offs, and 
investments done by venture 
capital. 

Technology transfer as a 
consequence of Austrian in-
vestment in China 
An alternative form of technol-
ogy transfer may come about 
due to outward FDI, i.e. invest-
ments in China by foreign com-
panies or persons. Thereof, the 
establishment of joint ventures 
in China together with Chinese 
partners is a specific form of in-
vestment. This kind of coopera-
tion has been a prevailing 
method for international compa-
nies to gain access to the Chi-
nese market. Chinese counter-
parts in joint ventures are enti-
tled to the disclosure of foreign 
technology provided by their in-
ternational partner. Until now, 
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foreign companies have concen-
trated on Chinese partners who, 
on the one hand, are highly pro-
ductive and profitable and, on 
the other hand, have access to 
public networks and, therefore, 
receive considerable subsidies. 
The overall value of the involve-
ment of an international partner 
for the Chinese joint venture is 
an increase in sales, productiv-
ity, and innovation. This is a re-
sult primarily of the technology 
transfer from the international 
partner to the joint venture. The 
technology transfer not only pos-
itively affects the Chinese coop-
eration partner but the whole in-
dustry sector. Usually this spill-
over effect is highly perceptible 
in sectors with distinct research 
and development activities.26 An 
important example for an Aus-
trian-Chinese joint venture pre-
sents the cooperation of the Chi-
nese SAIC Motor Corporation 
and the Austrian TTTech Com-
putertechnik AG. The joint ven-
ture’s main purpose is the devel-
opment of intelligent mobility 
technology. Besides providing 
solutions for automated mobil-
ity, TTTech is engaged in technol-

ogy arears such as the commu-
nication between machines or 
safety-critical applications in 
planes, cars, or in space27 and, 
therefore, a provider of military-
relevant solutions. 

In consideration of the required 
disclosure of intellectual prop-
erty, until recently international 
companies were able to provide 
a joint venture in China with out-
dated technology. With rising 
economic pressure by Chinese 
policy, this tactic is not easily ap-
plicable anymore. Especially 
with the introduction of the 
MiC2025 strategy in 2015, public 
subsidies and further business 
opportunities were tied to inter-
national companies’ willingness 
of technological cooperation. 
Hence, dissemination of the lat-
est technological developments 
is likely to accelerate.28 In addi-
tion, since European companies 
increasingly conduct research 
and development directly in 
China, it is possible that highly 
relevant technology in certain 
technology fields is already be-
ing transferred within China.29 

However, not all international 
entities need to be involved in a 
Chinese joint venture to become 
active on the Chinese market. 
Options range from establishing 
simple representative offices to 
investments in a subsidiary as a 
“wholly foreign-owned enter-
prise” (WFOE).30 In 2020, Aus-
trian companies owned a total of 
266 subsidiaries (companies 
controlled with more than 50% 
of their shares) in China, thereof 
37 in Hong Kong, employing in 
total 41,000 people and generat-
ing a revenue of more than € 12 
billion. This presents a noticea-
ble increase compared to 2013 
when 29,000 people were em-
ployed with 198 subsidiaries 
(thereof 25 in Hong Kong) gener-
ating a revenue of nearly € 19 bil-
lion. The decrease in revenue 
compared to 2013 was due to 
the pandemic related worldwide 
economic downturn in 2020.31 

In this regard, examples of the 
Austrian security and defence 
sector are noteworthy.32 For in-
stance, the microelectronics 
company AT&S Austria Technol-
ogies&Systemtechnik AG is a 
100% shareholder of a Hong 
Kong-based subsidiary.33 It owns 
a manufacturing site for high-
density interconnection printed 
circuit boards in Shanghai, and 
another one in Chongqing, de-
veloping and producing sub-
strates for high-performance 
processors, 5G, and AI.34 An-
other example is Frequentis AG, 
a provider of mission-critical 
communication, information, 
and surveillance systems35, with 
a Chinese subsidiary also lo-
cated in Shanghai36. Even the 
weapons manufacturer Glock 
GmbH, with its subsidiary Glock 

Figure 2 – Source: Austrian outward FDI (2023) – Statistik Austria 
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Asia Pacific in Hong Kong, is an 
example of Austrian direct in-
vestment in China.37 

The EU has recognized the ur-
gency of a comprehensive 
screening of its member states’ 
outward investments. Since fi-
nancial transfers often correlate 
with technology transfers, such 
an instrument would be a proper 
step to contain the technological 
development of China’s military 
sector.38 A screening mecha-
nism for outward FDI should 
solely focus on key technology 
areas and products based on 
qualitative and quantitative cri-
teria and should also review 
deals involving relatively small 
sums of investment.39 This in-
strument can be an integral part 
of a wider range of defensive 
measures to prevent forced 
technology transfer and the pur-
chase of dual-use products with 
key technology which is neces-
sary for securing the EU’s tech-
nological position in the security 
and defence sector.40 

Following the EU’s 2022 Strate-
gic Compass, it is vital to ensure 
the EU’s technological sover-
eignty with reduced dependen-
cies and a resilient value chain. 
“An innovative, competitive and 
resilient European Defence 
Technological and Industrial 
Base which guarantees security 
of supply and cutting-edge tech-
nologies is more important than 
ever and key for […] security.” 
Furthermore, through invest-
ment in key technology a military 
advantage shall be maintained 
especially if systemic rivals such 
as China do not follow interna-
tional norms. Therefore, both en-
couraging investment in the EU’s 

own defence capabilities and in-
novative technologies and the 
screening of FDI for reducing se-
curity risks is of essence.41 

Public funding for technol-
ogy transfer 
Before launching advanced 
ready-for-use products, the de-
velopment of security and de-
fence technology requires, al-
ready at an early stage, substan-
tial financial means. Several in-
ternational and national public 
funding agencies provide finan-
cial support for fundamental re-
search, applied research or ex-
perimental development. In Aus-
tria, the EC, FFG and AWS are of 
particular relevance. In 2021, 
FFG alone provided € 674 million 
for the funding of research and 
development projects42, while 
AWS provided another € 247 mil-
lion. Indeed, public funding is in-
sufficient to cover all research 
and development projects. 
Therefore, certain centres of 
gravity are defined in funding 
calls and selection criteria are 
stringent. Quite a few funding 
programmes focus on the devel-
opment of security and defence 
technology. While the FFG Aus-
trian Security Research Pro-
gramme aims at national re-
search and development institu-
tions43, the European Defence 
Fund attracts defence compa-
nies and research actors of all 
European countries44. 

Recently, some funding pro-
grammes were established that 
allowed or even deliberately en-
couraged the cooperation of 
Chinese and Austrian compa-
nies for research and develop-
ment of advanced technology. A 

prominent example is the Global 
Incubator Network Austria-GO 
HONG KONG 2023 which at-
tracts Austrian start-ups in areas 
such as health technology or AI. 
It supports the entry into China’s 
market and even connects Aus-
trian start-ups with Chinese ven-
ture capital investors.45 This also 
applies to the FFG Austria–
Guangdong Research Coopera-
tion Programme that supports 
projects in cooperation with the 
Guangdong Department for Sci-
ence & Technology in the main 
research and development ar-
eas smart city, green buildings, 
and ICT.46 

Although these programmes do 
not explicitly address coopera-
tion in the security and defence 
sector, their focus contains re-
search and development on 
dual-use technology utilizable 
for security and military pur-
poses. For instance, in China 
smart city research was used 
through a combination of geo-
graphical information to provide 
the military with battlefield and 
defence operation visualisation. 
Furthermore, Chinese smart city 
research is recently focusing on 
the intelligence of intercon-
nected devices and, therefore, 
on installing sensors in cities 
that can be centrally controlled 
and analysed by AI-assisted 
cloud computing.47 Hence, re-
sults of research and develop-
ment projects supported by this 
program are probably used for 
military and security purposes 
too. 

As a consequence, future fund-
ing programmes permitting or 
aiming at a cooperation with Chi-
nese actors will require thorough 
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scrutiny in accordance with the 
EU strategy. Funding guidelines, 
therefore, should consider risks 
connected with their promotion 
of certain technology transfer 
and deny funding to projects in 
key technology fields. 

While the objective of certain 
programmes is questionable, 
some strategically relevant tech-
nology areas do not receive 
proper attention. Particularly the 
development of AI is in dire need 
of substantial public funding, 
not least due to its increasing 
relevance and international re-
search dynamics.48 

As long as the Austrian govern-
ment is reluctant to substantially 
expand financing highly risky but 
important innovative areas of 
technology and continues to 
transfer the financial responsi-
bility mainly onto the private sec-
tor, the risk of failing to keep up 
with international technological 
development opportunities re-
mains significant. Moreover, this 
mindset enhances the probabil-
ity of financial contributions by 
Chinese actors to step in for in-
sufficient funding of this key 
technology field. This poses an 
additional risk as these actors 
can utilize technology transfers 
to boost the Chinese military and 
its technological base rather 
than to empower Austria’s own 
security and defence capacity. 
In Austria several companies of 
the defence and security 
sector already apply AI in 
their products or services 
which might draw further at-
tention from abroad.49 For in-
stance, Desoma GmbH uses 
AI in support of the detection 
of cyber threats50 and cogvis 

Software and Consulting Gmbh 
uses AI for its 3D security sys-
tem51. 

A key technology that has al-
ready raised public interest is 
semiconductors. With the “Im-
portant Projects of Common Eu-
ropean Interest” (IPCEI) policy 
the EU aims to enhance the Un-
ion’s research and innovation 
capabilities for a thorough digital 
transition. Therefore, 32 Euro-
pean companies and research 
institutions receive a € 1.9 billion 
of funding for the development 
of applicable innovation in tech-
nology fields such as chips, 
power semiconductor devices, 
intelligent sensors, and ad-
vanced optical devices. Austria 
obtains a € 146 million of these 
funds and participates in the 
project with well-established 
companies such as AT&S.52 
AT&S, has, as presented previ-
ously, subsidiaries for develop-
ment and manufacturing in 
China. Hence, a spill-over effect 
through the transfer of key tech-
nology developed with IPCEI 
funding is probable and presents 
a risk for unwanted technology 
transfers to China. 

How to react to risks in tech-
nology transfer 
The EU strategy’s main goal for 
enhanced economic security is 
to minimise “risks arising from 
certain economic flows in the 

context of increased geopolitical 
tensions and accelerated tech-
nological shifts” – thus, de-risk-
ing. That requires Austria, to-
gether with other EU members, 
to determine a framework for 
properly identifying, assessing, 
and managing risks. In accord-
ance to do so, the EU strategy 
recommends starting with cer-
tain tasks, such as compiling a 
list of relevant key technological 
areas, intensifying the dialog 
with the private sector about 
economic security, supporting 
research and development of 
dual-use technologies, setting 
up an inward FDI screening regu-
lation, and assessing risks re-
lated to outbound FDI.53 There-
fore, as a first step, it is im-
portant to specify and harmo-
nise the categorization of rele-
vant technology areas among 
the member states, taking into 
account requirements of dual-
use and military material classi-
fications. More so, as China uses 
inadequacy in regularity frame-
works to circumvent existing 
weapons embargoes and re-
strictions in the trade with mili-
tary products.54 

When preparing suitable 
measures for the reduction of 
risks in economic relations, pos-
sible implications to interna-
tional partners must be consid-
ered. For instance, the negli-
gence of repercussions of the US 
semiconductor export controls 

and Inflation Reductions Act 
(IRA) to the EU demonstrate 
the necessity to coordinate 
more closely between like-
minded partners such as the 
USA and the EU.55 In the IRA 
especially the “local content 
requirement” was regarded 

 

That requires Austria … 
 to determine a framework 
for properly identifying and 

managing risks. 
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by the EU as a protectionist 
measure with an impact on cer-
tain trading sectors. Further-
more, the IRA attracts FDI and 
might even encourage European 
companies to relocate to the US, 
supported by public subsidies.56 
As a consequence, Austria and 
the EU should coordinate more 
closely with partners when pre-
paring measures to reduce the 
identified risks. 

To improve Europe’s and Aus-
tria’s resilience, an enlargement 
of its defence industry and mar-
ket capabilities to cope with fu-
ture production requirements, 
combined with increased private 
and public investment in secu-
rity and defence research, is also 
advisable. Innovation fostering 
actions include national and in-
ternational interdisciplinary re-
search cooperation and a closer 
public-private partnership espe-
cially between civil and military 
actors.57 Those actors might in-
clude public and private re-
search institutions, defence 
and security developers and 
manufacturers, state owned 
enterprises, or public au-
thorities. 

Public-private partnerships 
are already supported by the 
EC within its Horizon Europe 
funding program, aimed at 
avoiding “the duplication of in-
vestments and [to] contribute to 
reducing the fragmentation of 
the research and innovation 
landscape in the EU”.58 That pro-
gram could be extended to en-
compass research on security 
and defence technology, aligned 
with the European Defence 
Fund. Thereby, using similar in-
struments as China does, the EU 

should support its strategic 
goals while levelling competitive 
disadvantages due to Chinese 
subsidies. 

Even though de-risking is the 
more compelling method for 
preventing unwanted technology 
transfer, in some scenarios de-
coupling (i.e. the use of public 
policy tools to separate the mul-
tifaceted economic ties), as the 
more suitable approach, should 
be considered. Particularly, 
China shall be prevented from 
access to defence and security 
technology which not only sup-
ports their aspiration for techno-
logical leadership but also dis-
closes highly sensible infor-
mation about military applica-
tions in the EU. Possible instru-
ments for that purpose are in-
vestment restrictions, export 
control, the deliberate disrup-
tion of supply chains, and the in-
termittence of data processing 
(e.g. prohibiting data transfer 
through the internet) .59 

De-coupling in particular areas 
would send a distinct message 
without necessarily harming all 
cooperation (since it focuses on 
selected technology only). More-
over, when it comes to restrict-
ing access to important military 
applications, the EU needs to 
accept certain consequences. In 
any case, before implementing 
such instruments, the possible 
impact of likely Chinese reper-
cussions needs to be assessed 

and countering preparations 
such as diversification of supply 
chains or attracting investments 
from other countries be estab-
lished.  

Nevertheless, de-coupling 
should be used in accordance 
with international regulations, 
such as the World Trade Organi-
zation (WTO) agreements, in an-
ticipation of possible repercus-
sions. Alternatives appear in the 
same instruments China is so 
keen to use: restrictions in pub-
lic procurement and deliberate 
public funding.60 Since the EU 
and Austria have existing legal 
frameworks, e.g. funding pro-
grammes to encourage specific 
technological research, it would 
be sensible to apply such instru-
ments without creating new leg-
islation. Even the WTO allows a 
form of trade restrictions “where 
the benefits to the contracting 
party or contracting parties con-
cerned substantially outweigh 
any injury which may result to 

the trade of other contract-
ing parties”. These trade re-
strictions are tolerated espe-
cially when it comes to na-
tional security.61 

In whatever way, the strategy 
must lead to a plan within a 

timeframe that corresponds 
with China’s, which has a long-
term view on its developments. 
As stated in its MiC2025 strat-
egy, China aims for technologi-
cal leadership in certain fields 
until 2049, the People’s Republic 
of China’s 100Th anniversary. 
This stands in contrast with the 
short-term view that many inter-
national governments, indus-
tries, and businesses pursue. In 
addition, a riskier approach in 

 

De-coupling in particular 
areas would send a distinct 
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technological development re-
gardless of its financial profita-
bility has been recommended by 
experts.62 To lower the risks in-
herent to the aspiring goals of 
the EU strategy on defence tech-
nology cooperation, substantial 
long-term funding of relevant 
projects is necessary.63 That 
might reduce a participating 
company’s business risk of in-
vesting in uncertain technologi-
cal research and development 
while supporting the extension 
of the European technology base 
and its defence and security ca-
pabilities. 

Conclusion 
Although China is a vital partner 
for the Austrian economy, the 
two countries’ understanding of 
fair competition does not always 
coincide. Especially China’s 
pressure on foreign companies 
to transfer key technology pre-
sents a distortion of competi-
tion. China furthermore follows 
its strategy of ultimately amal-
gamating its civil and military in-
dustries. As a consequence, not 
only every technological innova-
tion is examined for its military 
applicability but a differentiation 
between civil and military de-
fence companies is no longer 
possible. This carries the poten-
tial that Austrian companies of 
the security and defence sector 
with subsidiaries or Joint Ven-
tures in China or being wholly or 
partially owned by Chinese com-
panies directly strengthen 
China’s military through transfer 
of technology, some of which 
even subsidised by Austrian 
public funding. 

The economic cooperation be-
tween the two countries should 
not deliberately be disrupted in a 
major way, but a fresh risk as-
sessment concerning technol-
ogy transfers and the deduction 
of suitable measures are a 
strong recommendation. In ad-
dition, existing measures have to 
be scrutinized regarding their ef-
fectiveness to prevent technol-
ogy transfers to China, such as 
export (e.g. EU regulation on 
dual-use item64) and investment 
(e.g. Austrian Investi-
tionskontrollgesetz65) control 
mechanisms. Likewise, a review 
of the adequacy of public fund-
ing programmes and rules for in-
ternational research and devel-
opment cooperation is advised, 
aiming at driving innovation in 
key technology fields even more, 
according to the EU’s strategy.66 
They should thus encourage in-
terdisciplinary cooperation 
among public and private actors 
within the European Union, and 
abandon programmes that ena-
ble or permit unwanted technol-
ogy transfers. As a conse-
quence, through these 
measures, China’s harmful ac-
quisition methods would be lim-
ited and possible security impli-
cations for the EU of China’s 
strategy to gain technological 
leadership reduced. 

In order to expand Austria’s 
technological basis, coopera-
tion with actors of friendly and 
associated nations need to be 
encouraged. As a result of this, 
freedom of manoeuvre will be 
maintained for companies and 
research organisations with a 

simultaneous reduction of risks 
related to technology transfer to 
China. In areas with key im-
portance for Austrian and Euro-
pean security and defence, such 
as cybersecurity, semiconduc-
tors, and AI, even a de-coupling 
needs to be considered. Such a 
strategy can be individually 
adapted to the technology field 
concerned. At the same time, 
the pursuance of cooperation 
with Chinese research and de-
velopment organisations and 
companies that provides a sig-
nificant technological advantage 
for, but not a security threat to, 
Austria and the EU shall con-
tinue to be permitted. 

With every technology transferred 
from Austria to China, however, it 
must be assumed that it is utilized 
by the Chinese military for enhanc-
ing its capabilities. Furthermore, 
such transfers disclose Austria’s ac-
tual and potential security and de-
fence capabilities. 
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